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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

FIFO
First In First Out

GCSE_LTE
Group Communication System Enablers for LTE

KPI
Key Performance Indicator

MCPTT
Mission Critical Push To Talk
MOS-LQO
Mean Opinion Score – Listening Quality Objective 

P25
Project 25 

PESQ
Perceptual Evaluation of Speech Quality

POLQA
Perceptual Objective Listening Quality Assessment
ProSe
Proximity Services

PTT
Push To Talk
RFSS
Radio Frequency (RF) Subsystem as defined in the TIA-102 specifications (P25)
TETRA
Terrestrial Trunked Radio

TIA
Telecommunications Industry Association
4.1
General

A Push To Talk service provides an arbitrated method by which two or more users may engage in communication. Users may request permission to transmit (e.g., traditionally by means of a press of a button). The Mission Critical Push To Talk over LTE (MCPTT) service supports an enhanced PTT service, suitable for mission critical scenarios, based upon 3GPP Evolved Packet System (EPS) services. The requirements for Mission Critical Push To Talk (MCPTT) service defined within can also form the basis for a non-mission critical Push To Talk (PTT) service.

The MCPTT Service is intended to support communication between several users (a group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. However, the MCPTT Service also supports Private Calls between pairs of users. The MCPTT Service builds on the existing 3GPP transport communication mechanisms provided by the EPS architectures to establish, maintain, and terminate the actual communication path(s) among the users.

The MCPTT Service also builds upon service enablers: GCSE_LTE and ProSe. To the extent feasible, it is expected that the end user's experience to be similar regardless if the MCPTT Service is used under coverage of an EPC network or based on ProSe without network coverage. To clarify this intent, the requirements are grouped according to applicability to on-network use, off-network use, or both.
Though the MCPTT Service primarily focuses on the use of LTE there might be users who access the MCPTT Service through non-3GPP access technology, dispatchers and administrators are examples of this. Dispatchers and administrators are special users who have particular admin and call management privileges which normal users might not have. In MCPTT dispatchers can use an MCPTT UE (i.e., LTE) or a non-3GPP access connection to the MCPTT Service based on a "dispatcher and Administrator" interface. Through this interface a user is able to access and manage the services related to on the network and those common to on the network and off the network.
The MCPTT Service allows users to request the permission to talk (transmit voice/audio) and provides a deterministic mechanism to arbitrate between requests that are in contention (i.e., Floor control). When multiple requests occur, the determination of which user's request is accepted and which users' requests are rejected or queued is based upon a number of characteristics (including the respective priorities of the users in contention). MCPTT Service provides a means for a user with higher priority (e.g., MCPTT Emergency condition) to override (interrupt) the current talker. MCPTT Service also supports a mechanism to limit the time a user talks (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.

The MCPTT Service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call. An MCPTT Service user may join an already established MCPTT Group call (Late call entry). In addition the MCPTT Service provides the User ID of the current speaker(s) and user's Location determination features.

The users of an MCPTT Service may have more stringent expectations of performance than the users of a commercial PTT service.
MCPTT is primarily targeting to provide a professional Push To Talk service to e.g., public safety, transport companies, utilities or industrial and nuclear plants. In addition to this a commercial PTT service for non-professional use (e.g., groups of people on holiday) may be delivered through an MCPTT system. Based on their operational model, the performance and MCPTT features in use vary per user organization, where functionality which is more mission critical specific (e.g., Ambient Listening and Imminent Peril Call) might not be available to commercial customers.
MCPTT Users expect to communicate with other MCPTT Users as outlined above, however MCPTT Users also need to be able to communicate with non MCPTT Users using their MCPTT UEs for normal telephony services.
4.3
Overview of MCPTT Group affiliation, call and transmission

An MCPTT Service provides Group Call and Private Call capabilities, which have various process flows, states and permissions associated with them. The figure 4.3.1, figure 4.3.2, and figure 4.3.3 indicate the high level flows, states and permissions associated with Group Calls and Private Calls. The diagrams apply to the on-network case and off-network case, as from a user perspective the service and concepts should appear similar on the network and off the network. From a technical perspective there might be differences between the on-network states and off-network states (e.g., off the network Affiliation might not require notifying an application server of a user's affiliation and there might also be other differences in the detail depending on the extent to which the off-network capabilities can match the on-network capabilities).

If an MCPTT User wants to communicate with an MCPTT Group they have to be allowed to access the MCPTT Group (i.e., be an MCPTT Group Member), they then have to affiliate and then can have an MCPTT Group as their Selected MCPTT Group. If an MCPTT User is only affiliated to a group this is so that they can receive from the group, however if an MCPTT User has a Selected MCPTT Group this is their group for transmitting on. The differences in states enable an MCPTT User to receive from multiple MCPTT Groups, but specify which MCPTT Group they would like to transmit on.

4.5.4
Shareable MCPTT UEs and gateway UEs
The conceptual model for shareable MCPTT UEs is that of a pool of UEs, each UE being interchangeable with any other, and users randomly choosing one or more UEs from the pool, each user for his temporary exclusive use. A shareable MCPTT UE can be used by user who can gain access to the MCPTT client application stored on it and can become an authenticated MCPTT User. A shareable MCPTT UE can serve only one MCPTT User at a time. An MCPTT User who signs into a shareable MCPTT UE that is already in-use causes the sign-off of the previous MCPTT User.

An MCPTT User can simultaneously have several active MCPTT UEs, which, from an MCPTT Service point of view, are addressable individually and/or collectively within the context of their association to the MCPTT User.
The conceptual model for a gateway UE is that of a UE capable of providing service to an MCPTT User employing a non-3GPP device. A gateway UE is usable simultaneously by multiple MCPTT Users. Unlike a shareable MCPTT UE, if a new person enters his valid credentials towards signing in the MCPTT Service, his successful signing in and becoming an MCPTT User does not affect the initial MCPTT Users already served by the gateway UE.

A gateway UE is typically installed in a vehicle (e.g., a police car, fire truck) and has wired and/or wireless connections to various devices in use by the MCPTT Users. 

A gateway UE differs functionally from a ProSe relay node. In the ProSe paradigm, the relay node and the devices served by it are all (ProSe enabled) LTE UEs, and are "visible" to the EPS as UEs. In the gateway UE paradigm, only the gateway UE is an LTE device and only it is "visible" at the EPS layer.
4.6.1
MCPTT priority model
Many LTE non-public safety users today subscribe to one particular priority and QoS level of service (e.g., "gold", "silver" or "bronze"), which always provides fixed differentiation. This model, effective and relatively straightforward for non-public safety users, falls short when it comes to the needs of the public safety applications.

MCPTT Priority and QoS is situational. The MCPTT Service is intended to provide a real-time priority and QoS experience for MCPTT calls, as public safety users have significant dynamic operational conditions that determine their priority. For example, the type of incident a responder is serving or the responder's overall shift role needs to strongly influence a user's ability to obtain resources from the LTE system.

Another feature of a mission critical service is transparency of interactions between the users and the system. A first responder that needs to change the QoS of his communications is not to be distracted from his mission due to complicated UE behaviours or service interactions. Instead, the service acts in an anticipatory and adaptive manner to provide the proper quality of experience to the user, automatically, or with simple and minimal interaction.

The mission critical service is also expected to provide the ability to interface with public safety systems (e.g., Computer Aided Dispatch) in order to determine the user's state (e.g., incident severity), environment and conditions and to affect the most appropriate priority and QoS experience for the user.

The MCPTT Priority handling for on-network use for MCPTT Calls is conceptually modelled as shown in figure 4.6.1.1. The conceptual model identifies three areas of prioritization: prioritization between and within calls, inter-system prioritization, and prioritization at the transport layer (EPS and UE). At the Application Layer a generic, network side, functional entity, "MCPTT Priority and QoS Control", processes with each request static, preconfigured information about users and groups participating in MCPTT, as well as dynamic (or situational) information about them. Based on the results of this processing, the "MCPTT Priority and QoS Control" provides information to and directs interactions with other functional entities, systems, or layers to ensure, to the extent possible, that from a quality of experience point of view, calls and transmissions are handled properly in accordance to established policy rules.

4.7
Overview of MCPTT identifiers

The main identifiable entities in use by the MCPTT Service are Mission Critical Organizations, MCPTT Groups, MCPTT Users, and MCPTT Administrators. The UEs are identified at the transport or network layer, but in some situations they might also be identified by the MCPTT Service. Each identifiable entity is distinct from all others and has an identifier (ID) associated to it, unique within a proximate identity domain. Those domains correspond to identifiable entities and can be nested within other domains in a multi-level hierarchical fashion. For example an MCPTT User might have an identifier unique within the domain corresponding to a Mission Critical Organization. The top-down concatenation of identifiers can generate unique identifiers within larger contexts, eventually leading to the identifiers being globally unique.

Each identifier can be associated with one or more aliases, which can be used for displaying and selection purposes. Some aliases are shortened equivalents of the identifier used for efficient signalling and are not intended for human interactions. At a minimum, each entity has one alias (default) which is the alphanumeric representation of its identifier. Most entities have a main alias, which is the entity's name. Some aliases can be pictures, icons or other graphic representations. It is up to the implementation to decide if aliases have to be unique and if so, within which domain. Finally, some aliases are public, can be created/deleted only by authorized persons and are available to the MCPTT Service, while other aliases are private, can be created/deleted by their owners and might be residing only on certain UEs or be part of some private address books.

It is possible in principle for User IDs, Group IDs, as well as for aliases, to be defined system wide with certain values, but have different values for each application: e.g., the system wide User ID might be different from the MCPTT User ID and different from the video User ID for the same user. However, this type of separation might not be beneficial, and in practice only one identifier is likely to be used.

For simplicity, the term "User ID" is employed to identify an MCPTT User, without distinction of whether it is an identifier or an alias.
5.3
Late call entry

[R-5.3-001] The MCPTT Service shall provide a mechanism by which an Affiliated MCPTT Group Member can join an ongoing MCPTT Group Call.
[R-5.3-002] The MCPTT Service shall provide the User ID of the talker, associated aliases, the identity of the MCPTT Group and, if available, the identity of the Mission Critical Organization name of the Transmitting MCPTT Group Member to MCPTT UEs that enter the call late.

[R-5.3-003] The MCPTT Service shall provide the talker's Location information to MCPTT UEs that are late entering a call in progress.

[R-5.3-004] If an MCPTT Group call proceeds without all Affiliated MCPTT Group Members (e.g., due to one or more members being temporarily out of coverage during the call setup or in one or more higher priority calls), the MCPTT Service shall attempt to add those affiliated members as the call proceeds and they become available.

[R-5.3-005] If during an ongoing MCPTT Group call, additional MCPTT Group Members affiliate with the group, the MCPTT Service shall add those members to the group call.
5.5.1
Overview

MCPTT Users receive call traffic of their affiliated MCPTT Groups. This multiple receiving, called monitoring by some organizations, provides MCPTT Users current information about police, fire or critical medical events that are occurring within their jurisdictions. This is useful for dispatchers or those that might not be the primary support for that event at that moment. The information gained by monitoring might be useful for the dispatcher to determine any actions to take or be useful later if the MCPTT User is deployed to provide additional support for that event. The MCPTT User might be assigned to support the activities of more than one MCPTT Group on the same shift. This means that the MCPTT User receives multiple MCPTT Groups.

An MCPTT User with limited speaker resources (e.g., a handheld UE) might find that playing out concurrent received audio from multiple active MCPTT Groups becomes confusing and could also cause undesired voice distortion for the receiving user. During periods of time when the MCPTT User is receiving audio from multiple MCPTT Groups, which MCPTT Group's audio is presented to the MCPTT User is determined by the MCPTT User's choice, the priority associated with the talker of the Selected MCPTT Group(s), other considerations or combinations of these. The MCPTT UE is aware of all the active groups to which the MCPTT User has affiliated or selected and the identity of the other active receiving groups is available for display on the MCPTT UE. When the receive activity from the Selected MCPTT Group stops, the MCPTT UE might present the audio from the next group per the MCPTT User's choice or by other means.

If none of the multiple groups to which the MCPTT User has affiliated or selected is active, the MCPTT UE would continue to monitor for activity by any of the multiple affiliated or Selected MCPTT Groups. Monitoring for activity of multiple MCPTT Groups is also known as scanning and the list of the multiple groups is also known as a scan list.

5.5.2
Requirements

[R-5.5.2-001] Void

[R-5.5.2-002] Void

[R-5.5.2-003] Void

[R-5.5.2-004] The MCPTT Service shall allow an MCPTT UE to be receiving or transmitting in one MCPTT Group while simultaneously receiving additional MCPTT Groups.

[R-5.5.2-005] The MCPTT Service shall provide a mechanism to configure the number (N4) of MCPTT Group calls to be simultaneously received by an MCPTT UE, authorized by an MCPTT Administrator and/or authorized user.

[R-5.5.2-006] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N5) of MCPTT Group transmissions that an MCPTT UE simultaneously receives in one MCPTT Group call in case of override.

[R-5.5.2-007] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N10) of MCPTT Private Calls (with Floor control) in which an MCPTT UE simultaneously participates.

[R-5.5.2-008] The MCPTT Service shall provide a mechanism to configure the number (N6) of MCPTT Group calls to be simultaneously received by an MCPTT User, authorized by an MCPTT Administrator and/or authorized user.

[R-5.5.2-009] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N7) of MCPTT Group transmissions that an MCPTT User simultaneously receives in one MCPTT Group call in case of override.

[R-5.5.2-010] The MCPTT Service should provide a mechanism for an MCPTT Administrator and/or authorized user to prioritize the order in which multiple MCPTT Groups are presented by the MCPTT UE.
[R-5.5.2-011] The MCPTT Service shall provide multiple User IDs to an MCPTT UE when multiple MCPTT Groups that have a talker are received by the MCPTT UE.
[R-5.5.2-012] The MCPTT Service shall allow an authorized MCPTT UE to receive on-network MCPTT Groups and off-network MCPTT Groups simultaneously.
[R-5.5.2-013] The MCPTT Service shall ensure that if there is an MCPTT Emergency Group Call on one of the MCPTT Groups that an MCPTT User is affiliated to, but that user is already in a lower priority MCPTT Group call or Private Call (with floor control), that the MCPTT User automatically hears the MCPTT Emergency Group Call.

NOTE:
Depending on the MCPTT User's settings and/or the MCPTT UE capability the above requirement could mean that the MCPTT User stops receiving from another MCPTT Group (which might normally have a higher priority) or a Private Call (with floor control).
5.7.1
Overview

MCPTT Emergency Group Call and MCPTT Imminent Peril group call are MCPTT Group Calls that provide the MCPTT User elevated priority towards obtaining resources of the MCPTT system. The MCPTT Emergency Private Call similarly provides elevated priority to resources of the MCPTT system. The MCPTT Emergency Alert provides a notification of an MCPTT Emergency situation from an MCPTT UE, regardless if the user is signed in with the MCPTT Service or not.

The MCPTT Emergency Alert is initiated from an MCPTT UE to inform the MCPTT Service of the user's immediate need of assistance due to the user's personal, life-threatening situation. If the user is not properly authenticated, he is treated as a temporary MCPTT User with limited permissions. The user initiates this notification by actuating a user interface on the MCPTT UE. The notification to the MCPTT Service includes the MCPTT User's ID, potentially an MCPTT Group ID, the user's Mission Critical Organization name and the most current location available for the user's MCPTT UE.

The user profile/group configuration determines which MCPTT Group ID is used, if any. If the user profile indicates that a dedicated (i.e., not used for everyday traffic) MCPTT Emergency Group is to be used, then the MCPTT Emergency call traffic moves to a different group. MCPTT Users that support MCPTT Emergency situations are required to monitor the dedicated MCPTT Emergency Group(s) for call activity. If the user profile indicates that the selected (i.e., currently active) MCPTT Group is to be used, then its Group ID is used, unless no group is selected.

After the MCPTT User has initiated an MCPTT Emergency Alert, MCPTT Emergency Private Call or MCPTT Emergency Group Call, the MCPTT User is considered to be in the MCPTT Emergency State. The user remains in the MCPTT Emergency State until the MCPTT User cancels the MCPTT Emergency State.

An MCPTT Group Call started by an MCPTT User while in the MCPTT Emergency State or previously started but followed by an MCPTT Emergency Alert becomes an MCPTT Emergency Group Call. The MCPTT Group ID used for the MCPTT Emergency Group Call is the same MCPTT Group ID included in the MCPTT Emergency Alert. An MCPTT User or dispatcher might initiate an MCPTT Emergency Group Call without an MCPTT Emergency Alert. The start of an MCPTT Emergency Group Call starts an In-progress Emergency condition for the MCPTT Group. Any subsequent MCPTT Group Call made by any MCPTT Group Member of an MCPTT Group which has an In-progress Emergency is treated as an MCPTT Emergency Group Call. MCPTT Emergency Group priority is removed when the In-progress Emergency for the group is cancelled.

An MCPTT Private Call started by an MCPTT User while in the MCPTT Emergency State becomes an MCPTT Emergency Private Call.

MCPTT Imminent Peril group call is differentiated from MCPTT Emergency Group Call based on for whom the assistance is required. The MCPTT Emergency Group Call is initiated by an MCPTT User for assistance for the MCPTT Emergency condition involving that user. The MCPTT Imminent Peril group call is initiated by an MCPTT User for assistance to other MCPTT Users or persons of the general public observed to be in trouble and may soon need assistance.

There is no MCPTT Imminent Peril Alert and no MCPTT Imminent Peril State for MCPTT Users. The granting of an MCPTT Imminent Peril group call starts an In-progress Imminent Peril condition for the MCPTT Group. Any subsequent MCPTT Group Call made by any MCPTT Group Member of an MCPTT Group which has an In-progress Imminent Peril condition is treated as an MCPTT Imminent Peril group call. MCPTT Imminent Peril Group priority is removed when the In-progress Imminent Peril for the group is cancelled.
5.7.2.1.1
MCPTT Emergency Group Call requirements

[R-5.7.2.1.1-001] The MCPTT Service shall support MCPTT Emergency Group Calls from an authorized MCPTT Group Member on the currently Selected MCPTT Group or on an MCPTT Group designated for MCPTT Emergency Group Calls.
[R-5.7.2.1.1-002] When an MCPTT User initiates an MCPTT Emergency Group Call this may trigger an MCPTT Emergency Alert for that MCPTT User.

[R-5.7.2.1.1-003] When an MCPTT User initiates an MCPTT Emergency Group Call this shall put that MCPTT User into an MCPTT Emergency State.

[R-5.7.2.1.1-004] The MCPTT Service shall ensure that MCPTT Emergency Group Calls have the highest priority over all other MCPTT Group transmissions, except System Calls, MCPTT Emergency Private Calls (with Floor control), and other MCPTT Emergency Group Calls.

[R-5.7.2.1.1-005] The MCPTT Service shall be capable of changing a group call in progress to an MCPTT Emergency Group Call.

[R-5.7.2.1.1-006] MCPTT Emergency Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except System Calls, MCPTT Emergency Private Calls (with Floor control), and other MCPTT Emergency Group Calls.

[R-5.7.2.1.1-007] The MCPTT Service shall provide the User ID of the initiator of an MCPTT Emergency Group Call and an indication that it is an MCPTT Emergency Group Call to Affiliated MCPTT Group Members.

[R-5.7.2.1.1-008] The MCPTT Service shall add the MCPTT Emergency priority to the group when an In-progress Emergency on that group is initiated.

[R-5.7.2.1.1-009] The MCPTT Service shall remove the MCPTT Emergency priority associated with the group when an In-progress Emergency on that group is cancelled.

Editor's Note: The interaction of MCPTT Emergency call and Imminent Peril Call is FFS.

[R-5.7.2.1.1-010] The Affiliated MCPTT Group Members shall be notified when their group call transitions to an In-progress Emergency.

[R-5.7.2.1.1-011] The MCPTT Service shall maintain knowledge of the Affiliated MCPTT Group Member(s) that initiated the MCPTT Emergency Group Call(s) until the In-progress Emergency is cancelled.

[R-5.7.2.1.1-012] The MCPTT Service shall maintain an In-progress Emergency condition for a group from the time the initial MCPTT Emergency Group Call was requested until the In-progress Emergency condition is cancelled.

[R-5.7.2.1.1-013] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user's selected group or dedicated MCPTT Emergency Group) is used for the MCPTT Emergency Group Call by an MCPTT User.
5.7.2.2.1
Imminent Peril group call requirements

[R-5.7.2.2.1-001] The MCPTT Service shall support Imminent Peril group calls from authorized Affiliated MCPTT Group Members.

[R-5.7.2.2.1-002] The MCPTT Service shall ensure that Imminent Peril group calls have priority over all other MCPTT Group transmissions, except System Calls, MCPTT Emergency Group Calls, Emergency Private Calls (with Floor control), and other Imminent Peril group calls.

[R-5.7.2.2.1-003] The MCPTT Service shall be capable of changing an MCPTT Group call in progress to an Imminent Peril group call.

[R-5.7.2.2.1-004] Imminent Peril group calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except MCPTT Emergency Group Calls, Emergency Private Calls (with Floor control), System Calls, and other Imminent Peril group calls.

[R-5.7.2.2.1-005] The Affiliated MCPTT Group Members shall be notified when an MCPTT Group call transitions to In-progress Imminent Peril status.

[R-5.7.2.2.1-006] While Imminent Peril status is maintained for an MCPTT Group call, the MCPTT Service shall provide the User ID of the initiator of the Imminent Peril status and an indication that it is an Imminent Peril group call to existing and Late call entry Affiliated MCPTT Group Members.

[R-5.7.2.2.1-007] The MCPTT Service shall add the Imminent Peril priority to the group when an In-progress Imminent Peril on that group is initiated.
[R-5.7.2.2.1-008] The MCPTT Service shall remove the Imminent Peril priority associated with the MCPTT Group when the In-progress Imminent Peril status of that MCPTT Group is cancelled.

Editor's note: The interaction of emergency call and Imminent Peril Call is FFS.

[R-5.7.2.2.1-009] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user's selected group or dedicated imminent peril group) shall be used for the Imminent Peril communications for an MCPTT User.

5.7.2.4.1
MCPTT Emergency Alert requirements

[R-5.7.2.4.1-001] The MCPTT Service shall support an MCPTT Emergency Alert capability, which on initiation by an MCPTT User shall put that MCPTT User into the MCPTT Emergency State and cause that MCPTT UE to send an MCPTT Emergency Alert.

[R-5.7.2.4.1-002] The MCPTT Service shall provide a means for an authorized user to be able to activate the MCPTT Emergency Alert capability.

[R-5.7.2.4.1-003] The MCPTT Emergency Alert shall contain the following information: Location, User ID and group ID (i.e., user's selected group or dedicated MCPTT Emergency Group, as per group configuration) and the user's Mission Critical Organization name.

[R-5.7.2.4.1-004] The MCPTT Emergency Alert shall be distributed to affiliated members of the group that was used in the MCPTT Emergency Alert, where it is associated with an MCPTT Emergency Private Call (with Floor control) the MCPTT Emergency Alert shall be distributed to the MCPTT User that the call was initiated to.
[R-5.7.2.4.1-005] The MCPTT Service shall provide a mechanism for an authorized MCPTT User to configure an MCPTT Emergency Alert to send a notification to MCPTT Users within a configurable geographic area of the MCPTT User entering the MCPTT Emergency State, independent of the MCPTT Group Membership.
[R-5.7.2.4.1-006] The MCPTT UE shall maintain knowledge of the MCPTT Emergency State, until cancelled.

[R-5.7.2.4.1-007] Until the MCPTT Emergency State is cancelled on the MCPTT UE, all MCPTT Group call or Private Call (with Floor control) transmissions by the MCPTT User shall be an MCPTT Emergency Group Call or Emergency Private Call (with Floor control).

[R-5.7.2.4.1-008] The MCPTT UE shall be configurable as to which group (i.e., user's selected group or dedicated MCPTT Emergency Group) or MCPTT User is used for the MCPTT Emergency communications.

[R-5.7.2.4.1-009] The MCPTT UE shall immediately affiliate to the group configured for MCPTT Emergency Group Call, if not already affiliated to the group, after activating an MCPTT Emergency Alert.
[R-5.7.2.4.1-010] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure how an MCPTT User is notified of an incoming MCPTT Emergency Alert (e.g., visual, audio).

[R-5.7.2.4.1-011] The MCPTT Service shall provide a mechanism for an MCPTT User to configure, subject to MCPTT Service policy, how they are notified of an incoming MCPTT Emergency Alert (e.g., visual, audio).

[R-5.7.2.4.1-012] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user's selected group or dedicated MCPTT Emergency Group) or MCPTT User (e.g., dispatcher) is used for the MCPTT Emergency Alert by an MCPTT User.
5.12
Location

[R-5.12-001] The MCPTT Service shall support conveyance of precise Location information provided by the MCPTT UE.

[R-5.12-002] The MCPTT Service shall provide for the flexibility to convey future formats of Location information.

[R-5.12-003] The MCPTT Service shall provide a means for MCPTT Administrators to manage the privacy of Location information for MCPTT Users within their authority.
[R-5.12-004] An authorized MCPTT User shall be able to restrict the MCPTT UE from supplying Location information for MCPTT communications.

[R-5.12-005] The Location information shall represent the current Location of the talker and not the Location of the talker at the time of the MCPTT call establishment.
[R-5.12-006] The MCPTT Service shall provide a means for an MCPTT User Profile to be configured with one or more Location information update triggers (i.e., a condition that, when satisfied, causes the MCPTT UE to transmit its current Location, if known).

[R-5.12-007] The MCPTT Service shall provide a means for MCPTT Administrators to modify Location information update triggers within the MCPTT User Profile of an MCPTT User within their authority at any time while the MCPTT User is on the network.

[R-5.12-008] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever a trigger condition configured in the MCPTT User's active MCPTT User Profile is satisfied (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation).

[R-5.12-009] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever the MCPTT User initiates an MCPTT Emergency Alert.

[R-5.12-010] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever the MCPTT User initiates an MCPTT Emergency Group Call.

[R-5.12-011] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever the MCPTT User initiates an MCPTT Imminent Peril Call.

[R-5.12-012] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update if the MCPTT User is in an MCPTT Emergency State and a configured amount of time has passed since the previous location information update.

[R-5.12-013] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever a trigger condition configured in an MCPTT User's active MCPTT User Profile is satisfied while the MCPTT User is in MCPTT Emergency State (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation).

NOTE 1:
The Location information update triggers for an MCPTT User in an MCPTT Emergency State might be different than the Location update triggers used when the MCPTT User is not in an MCPTT Emergency State.

[R-5.12-014] The MCPTT Service shall provide a means for an MCPTT Administrator to define geographical areas to be used for Location information update triggers for MCPTT Users within their authority.

[R-5.12-015] The MCPTT Service shall provide a means for an MCPTT UE in a predefined area to send a Location information update whenever a trigger condition configured in an MCPTT User's active MCPTT User Profile is satisfied (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation).

NOTE 2:
The Location information update triggers for an MCPTT User in a predefined area might be different than the Location update triggers used when the MCPTT User is not in a predefined area.
6.1
General administrative – groups and users
[R-6.1-001] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N11) of MCPTT Group Members of an MCPTT Group.
[R-6.1-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to remove MCPTT Groups from the MCPTT system.

[R-6.1-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to disable and re-enable MCPTT Groups.
[R-6.1-004] Void.
[R-6.1-005] Void.
[R-6.1-006] The MCPTT Service shall provide a mechanism to log MCPTT Administrators' activities (e.g., cryptographic key updates, user profile changes, password changes, invalid access attempts).
[R-6.1-007] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to define geographic areas that can be associated to dispatchers for the purpose of routing Location dependent calls and alerts, as part of handling MCPTT Private Call requests and MCPTT Group Calls, when the called/alerted party is based on the MCPTT User's current Location.
6.2.1
Commencement modes for MCPTT Group calls

[R-6.2.1-001] The MCPTT Service shall be capable of allowing an MCPTT Group call setup request to proceed without prior acknowledgement by any MCPTT User of that MCPTT Group.

[R-6.2.1-002] An MCPTT User currently affiliated to an MCPTT Group shall acknowledge receipt of an MCPTT Group call setup request, if requested to do so by the MCPTT Service.

[R-6.2.1-003] The MCPTT User's acknowledgement may require direct interaction of the MCPTT UE with the human user, or may be automatically executed by the MCPTT UE, in accordance with policy established by an MCPTT Administrator.

[R-6.2.1-004] The MCPTT Service shall be capable of requiring that a minimum number of Affiliated MCPTT Group Members acknowledges receipt of the MCPTT Group call setup request before the audio transmission proceeds.

[R-6.2.1-005] The MCPTT Service shall be capable of requiring that specific MCPTT Users acknowledge receipt of the MCPTT Group call setup request before the audio transmission proceeds, regardless of the affiliation state of those users.

NOTE 1:
In this case the MCPTT Service affiliates the specific MCPTT Users who are not currently affiliated to the target MCPTT Group and then returns them to their previous affiliation state when the transmission ends.

[R-6.2.1-006] The MCPTT Service shall be capable of requiring that all MCPTT Users that are both affiliated to the MCPTT Group and in a given geographical area acknowledge receipt of an MCPTT Group call setup request before the audio transmission proceeds.

[R-6.2.1-007] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to determine the subset of Affiliated MCPTT Group Members that shall acknowledge receipt of the MCPTT Group call setup request before the audio transmission proceeds.

NOTE 2:
In the following requirements, the term, "MCPTT Group Call setup request requires acknowledgement" is used when one or more of the acknowledgement conditions defined above (i.e., [R-6.2.1-004], [R-6.2.1-005], [R-6.2.1-006], and/or [R-6.2.1-007]) applies.
[R-6.2.1-008] If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, and the required MCPTT Group Members do not acknowledge the call setup within a configured time (the "acknowledged call setup timeout"), the MCPTT Service may proceed with the call and then may notify the initiating MCPTT User that the acknowledgements did not include all required members.

[R-6.2.1-009] If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, and the required MCPTT Group Members do not acknowledge the call setup within a configured time, the MCPTT Service may abandon the call and then may notify the initiating MCPTT User that the acknowledgements did not include all required members.

[R-6.2.1-010] If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, the initiating MCPTT User shall at any time have the option of allowing the call to proceed regardless of the state of the acknowledgements (i.e., to "convert" the call to an unacknowledged call).

[R-6.2.1-011] If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, the acknowledged call setup timeout shall be established by an MCPTT Administrator.

[R-6.2.1-012] If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, the behaviour in response to the expiration of the acknowledged call setup timeout shall be established by an MCPTT Administrator.

[R-6.2.1-013] If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, the MCPTT Service shall support an indefinite (i.e., infinite) call setup timeout.

[R-6.2.1-014] If the MCPTT Service has knowledge that some affiliated members of a group can not be Participants in an unacknowledged MCPTT Group Call, the MCPTT Service shall provide an indication to the requester that the call is proceeding without all affiliated members, and shall provide the list of the missing members based on policy established by the MCPTT Administrator.
[R-6.2.1-015] If MCPTT User(s) are excluded from an MCPTT call as there is insufficient capacity to support their participation the MCPTT Service shall ensure that the MCPTT User(s) receive a notification that they have been excluded from the call for reasons of lack of capacity.
6.2.4
Call termination

[R-6.2.4-001] If a Participant of an MCPTT Group call is pre-empted, the MCPTT Service shall terminate the call or continue the call with an indication to the transmitting Participant that one or more receiving Participants was pre-empted.
[R-6.2.4-002] If MCPTT User(s) are pre-empted from an ongoing MCPTT call as there is insufficient capacity to support their ongoing participation, the MCPTT Service shall ensure that the MCPTT User(s) receive a notification that they have been removed from the call for reasons of lack of capacity.
[R-6.2.4-003] The MCPTT Service shall terminate a call after the Hang Time expires.

[R-6.2.4-004] Void.
[R-6.2.4-005] The MCPTT Service shall provide an indication to the Participants that the call is within a configurable amount of time before the call time limit is reached.
[R-6.2.4-007] The MCPTT Service shall provide an indication to the Participants that the call time limit has been reached.

[R-6.2.4-006] The MCPTT Service shall release the call when the call time limit has been reached.
[R-6.2.4-008] The MCPTT Service shall release an MCPTT Group call if any of the termination conditions are met (e.g., last Participant leaving, second last Participant leaving, initiator leaving) or the minimum number of Affiliated MCPTT Group Members are not present.
6.8.1
General

[R-6.8.1-001] The MCPTT Service shall support multiple MCPTT Application priorities which are mapped to EPS priority levels, based on network operator policy.

[R-6.8.1-002] The MCPTT Service shall provide an access control mechanism to support multiple Access Priorities to prioritize MCPTT MO call initiation attempts, depending on their access priorities.

[R-6.8.1-003] MCPTT Service shall support multiple pre-emptive priorities.

[R-6.8.1-004] The MCPTT Service shall provide a mechanism for MCPTT Administrators to create, a pre-emption hierarchy for MCPTT Group transmissions and their associated users (i.e., to facilitate local management of the service and its resources).

[R-6.8.1-005] The MCPTT Service shall support MCPTT Groups with the permission to pre-empt other MCPTT calls.

[R-6.8.1-006] In case of resource shortage a call made to a group with pre-emption permissions shall be given resources to complete this call by pre-empting lower priority calls.
NOTE:
An MCPTT call that needs the use of pre-emption still needs to satisfy the call setup requirements.
[R-6.8.1-007] MCPTT Service shall support queuing and retention by priority.

[R-6.8.1-008] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to establish the priority hierarchy and characteristics of MCPTT Group transmissions.

[R-6.8.1-009] The MCPTT Service shall enable an MCPTT Administrator to prioritize MCPTT Groups in relation to other MCPTT Groups (with respect to transport and presentation).

[R-6.8.1-010] The MCPTT Service shall enable an MCPTT Administrator to set the priority for a subset of a Mission Critical Organization's MCPTT Groups relative to other subsets of a Mission Critical Organization's MCPTT Groups subordinate to the MCPTT Administrator's authority.

[R-6.8.1-011] When determining priority for an MCPTT call, the MCPTT Service shall use the MCPTT User/Participant's attributes (e.g., first/second responder, supervisor, dispatcher, on/off duty) and the MCPTT Group's attributes (e.g., type of group, owning organization of the group, MCPTT Emergency, Imminent Peril).
[R-6.8.1-012] When determining priority for an MCPTT transmission, the MCPTT Service shall use the MCPTT User/Participant's attributes (e.g., first/second responder, supervisor, dispatcher, on/off duty) and the MCPTT Group's attributes (e.g., type of group, owning agency of the group, MCPTT Emergency, Imminent Peril).
[R-6.8.1-013] The MCPTT Service shall provide a means for the attributes used for determining the priority for MCPTT Users and Groups to influence the Priority and QoS for all MCPTT UEs associated with the MCPTT User.

[R-6.8.1-014] Based on the attributes used for determining the priority for MCPTT Users and Groups, the MCPTT Service shall provide consistent and deterministic priority for all MCPTT Users within their Primary MCPTT System.

[R-6.8.1-015] Based on the attributes used for determining the priority for MCPTT Users and Groups, subject to roaming capabilities and operator agreement, the MCPTT Service shall provide consistent and deterministic priority for all MCPTT Users that roam into Partner MCPTT Systems.

[R-6.8.1-016] The MCPTT Service shall provide a means for an MCPTT User to monitor the attributes used for determining priority of his calls and transmissions.

[R-6.8.1-017] The MCPTT Service shall provide a means for an authorized MCPTT User to monitor and affect a change of the attributes used for determining the priority of another MCPTT User's calls and transmissions.

6.8.5
UE access controls

[R-6.8.5-001] The MCPTT Service shall allow the MCPTT UE to temporarily modify selected LTE access parameters, according to configuration established by an MCPTT Administrator in agreement with the operator's policy.

NOTE:
It is believed that the existing network access mechanisms, e.g., ACDC (see 3GPP TS 22.011 [13] and 3GPP TS 23.122 [14]), could be utilized to meet the above requirement.
6.16.4
Recording and audit requirements
[R-6.16.4-001] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log the metadata of the MCPTT Group Calls and MCPTT Private Calls under the organization's authority.
[R-6.16.4-002] Metadata shall be logged for both the transmitting Participant and the receiving Participant(s).

[R-6.16.4-003] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to record the talker audio of the MCPTT Group Calls and MCPTT Private Calls under the organization's authority.

[R-6.16.4-004] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log at least the following metadata per call: start of call time, date, MCPTT User ID, MCPTT Group ID, Location information of the transmitting Participant, end of call time, call end reason, and call type (e.g., MCPTT Emergency, regroup, private).
[R-6.16.4-005] If an MCPTT Group Call or MCPTT Private Call uses end-to-end confidentiality, the MCPTT Service shall provide a mechanism for a Mission Critical Organization to maintain the end-to-end confidentiality when the MCPTT Group Call or MCPTT Private Call is logged.
[R-6.16.4-006] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log the metadata of non-call related user activities under the agency's authority.

[R-6.16.4-007] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log at least the following non-call activity types: MCPTT Emergency Alert, MCPTT Emergency Alert cancellation, In-progress Emergency cancellation, registration state change, overridden event, user remote logout, changing another user's affiliations, affiliation change, and change of Selected MCPTT Group.

[R-6.16.4-008] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log at least the following metadata per non-call activity: time, date, MCPTT User identity, and activity type. The following metadata should be logged if applicable to the activity type: Group ID, Location information of the MCPTT User, affiliation list, target User ID and success/failure indication.

[R-6.16.4-009] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log metadata for all failed authorization attempts (e.g., invalid login password) by an MCPTT User.

[R-6.16.4-010] The MCPTT Service shall provide a mechanism to collect metadata for network access events (e.g., pre-emption of EPS bearer, loss of signal, failed registration attempts).

7.2
General off-network MCPTT requirements

[R-7.2-001] In order to operate off the network using the direct communication path over E-UTRA, an MCPTT UE shall be a Public Safety ProSe-enabled UE.

[R-7.2-002] The Off-Network MCPTT Service shall make use of the ProSe capabilities related to ProSe Communication using the direct communication path between Public Safety ProSe-enabled UEs using E-UTRA as defined in TS 22.278 [5].

[R-7.2-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized user to pre-provision MCPTT UEs that may not be served by the network with the following in order to operate using off-network MCPTT:

a) An MCPTT User Profile associated with each of the intended MCPTT Users of the MCPTT UE that might be used for off-network operation:

1) alphanumeric identifier (i.e., Alias ID) for the authorized off-network MCPTT Groups;

2) a number of off-network MCPTT Groups for use by an MCPTT User;

3) a User ID associated with each of the intended MCPTT Users;

4) an alphanumeric identifier (with a minimum length of N3) (i.e., alias) for each User ID.
b) authentication and end to end security keys.

NOTE:
MCPTT UEs can be provisioned for off-network use by either configuration outside of network coverage or by attaching to the network.
[R-7.2-004] An MCPTT UE operating off the network shall be capable of transmitting the User ID, alias(es), off-network MCPTT Group and, if available, Mission Critical Organization name of the user who is talking (i.e., whose UE is transmitting) to all other users in the call including MCPTT UEs operating off the network that enter the call late.

[R-7.2-005] An MCPTT UE operating off the network shall be capable of transmitting the talker's Location information (i.e., whose UE is transmitting) to all other users in the call including MCPTT UEs operating off the network that enter the call late.
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